
TERRORISM TERRORISM 
PREVENTION ACT, ,

2005
BY: ALAN JOHNSTONE – UK CONSULTANT –THE FINANCIAL  INVESTIGATIONS DIVISION

SUSAN WATSON BONNER – DIRECTOR – FINANCIAL INTELLIGENCE UNIT (ACTG.)

DATE  SEPTEMBER 25 & 27  2018 DATE: SEPTEMBER 25 & 27, 2018 



TERRORISM

The United Kingdom Terrorism 
Act, 2000 defines terrorism as:

The use or threat of action 
where…(b) the use or threat is where…(b) the use or threat is 

designed to influence the 
government or to intimidate the 
public or a section of the public  



THE GLOBAL LANDSCAPE
The growing outrageous nature of atrocities committed by terrorist 
groups such as ISIL and Boko Haram and the ever expanding reach 

d i fl  f h  h  h i h d h  l b l i ’  and influence of such groups has heightened the global community’s 
commitment to address vulnerabilities in the CFT system;

C li d b  h   d i  h  j  i  Complicated by the new dynamic where major terrorist 
organizations (TO) actually occupy and manage clearly defined 
geographical areas;

FATF has been reviewing the status of implementation of FT 
measures to assess levels of
compliance to report to G20 Leaderscompliance to report to G20 Leaders



THE RISK OF TERRORISM TO 
JAMAICAJAMAICA

B  irt e of this ratin  

Terrorism is assessed as a 
Tier 2 threat in Jamaica’s 

By virtue of this rating, 
the likelihood of an act of 

terrorism occurring in Tier 2 threat in Jamaica s 
National Security Policy 

2013;

Jamaica is deemed to be 
Low Probability, but, if it 

does happen, would be of does happen, would be of 
High Impact, particularly 
on the tourism sector;





SOURCES OF TERRORIST 
FINANCINGFINANCING

Use of the formal financial sector:
Cash Couriers

Fraudulent/Misuse of Non Profit Organisations (NPOs) and
Charities  particularly useful for moving funds in crisis areas

Diversion of 
legitimate donations;

Affiliation/exploitation 
of the NPO by a 
Terrorist Organization;

Abuse of 
programme delivery; Gambling p g y
Sham organization;



SOURCES OF TERRORIST 
FINANCINGFINANCING

Direct involvement in Acquisitive Crime: 

Identity theft, smuggling, kidnapping , even tax offences;

 Extortion of local population and businesses;p p ;

 Funding from legitimate enterprises: restaurants, used car
dealerships owned by persons originating in the high riskdealerships owned by persons originating in the high risk 

area;

 U f i /f i Use of nominees/front companies



Benefits - National and Regional

Fi i l i f ti llFinancial information allows

• An understanding of the threat

Those who pose the threat• Those who pose the threat

• Opportunities to DISRUPT the threat



Harry Sarfo

G f GGerman national of Ghanaian descent
Radicalised in prison in Germany
Member of Da’esh’s secret external operations service known as Emni
August 2016 Sarfo said: “I’ve met members of Jaysh Al-Khalifah who 
are from Jamaica and Trinidad and Tobago. They also have ties to 
organised crime on their islands, but if they are planning or 
recruiting, I don’t know.”



TERRORIST FINANCING & 
GAMBLINGGAMBLING

• Younis Tsouli, Waseem Mughal and Tariq al-Daour were convicted and received sentences totalling 38 
yearsyears

• al-Daour continued to access 17 gaming sites whilst in Belmarsh prison. 

• On one credit card database alone all three men came up as clients, along with 17 others whose date p , g
or birth, nationality and first name matched the 3 convicted. 

• Together they still had 190 pre-paid credit cards still in circulation with balances of £10,000 on 
each card. 

• In total, the group conducted 350 transactions at 43 different online gambling sites using more 
than 130 compromised credit cardsthan 130 compromised credit cards

All rights reserved iGaming Academy 2017 ©



TERRORIST FINANCING & 
GAMBLINGGAMBLING

All rights reserved iGaming Academy 2017 ©



DESIGNATED NON FINANCIAL 
INSTITUTIONS (DNFIs)INSTITUTIONS (DNFIs)

 On November 15th, 2013, the Minister of National Security designated the
following lawyers are classified as Designated Non Financial Institutions
(DNFIs) through the Proceeds of Crime( Designated Non-Financial(DNFIs) through the Proceeds of Crime( Designated Non Financial
Institution) (Gaming Machine Operators) Order, 2013 (effective April 1,
2014).

 A DNFI means “ a person who is –
i. not primarily engaged in carrying on a financial business ; and
ii. Designated as a non-financial institution for the purposes of this Act by

the Minister by order subject to affirmative resolution.
Therefore, DNFIs fall within the regulated sector, and therefore have an
obligation to develop and maintain policies , procedures and systems to
prevent or mitigate money laundering and terrorist financing Section 18prevent or mitigate money laundering and terrorist financing – Section 18
TPA.



COMPETENT AUTHORITIES -
DNFIDNFI

The designated competent authorities for DNFIs are as follows:

DNFI Competent Authorities
Lawyers The General Legal Council

Real Estate Dealers The Real Estate Board
Gaming Operators The Betting Gaming and Lotteries

CommissionCommission

Casinos The Casino Commission
Accountants The Public Accountancy BoardAccountants The Public Accountancy Board



OBLIGATIONS -TPA
Reports to be submitted under the Terrorism Prevention Act (TPA)

1. Listed Entities Report (LER)1. Listed Entities Report (LER)

No. Four Months 
Period

Due Date DNFIs Due Date
Period

1 January-April May 31 June - September October 31

2 May-August September 30 October - January February 282 May August September 30 October January February 28

3 September -
December

January 31 February-May June 30



SUMMARY OF REPORTING 
OBLIGATIONSOBLIGATIONS

Reporting Obligation Act Section Form
Suspicious Transaction Report POCA 94 Form ISuspicious Transaction Report
(STR)

POCA 94 Form I

Authorized Disclosure and POCA 100(4) Form IIIAuthorized Disclosure and 
Request for Consent

POCA 100(4) Form III

Listed Entities Report (LER) TPA 15 Form Ip ( )

Suspicious Transaction Reports TPA 16 Form II

Forms: www.fid.gov.jm/downloads/forms/



WHO IS A LISTED ENTITY WHO IS A LISTED ENTITY 

The following entities shall determine on a continuing basis whether they are in 
possession or control of property owned or controlled by or on behalf of a listed possession or control of property owned or controlled by or on behalf of a listed 
entity.

Section 14 (1)(a) of the TPA states that  a listed entity is an entity included on a 
list of entities designated as terrorists entities by the United Nations Security 
Council.

This section also empowers the Director of Public Prosecution (DPP) to apply to a 
judge of the Supreme Court for an order declaring an entity to be a listed entity for 
the purposes of the TPAthe purposes of the TPA.

The judge is obliged to grant the order if satisfied that of paragraphs 14(1)(a) and 
14(1)(b)(i) or (ii) are met.

Th  DPP i  d t d t  bli h ithi  (7) d  ft  th  ti  f th  The DPP is mandated to publish within seven(7) days after the granting of the 
order, in a daily newspaper in circulation in the island.



OBLIGATION TO FILE LISTED OBLIGATION TO FILE LISTED 
ENTITY REPORT

Section 15(2) TPA states that the following entities shall determine on a continuing 
basis whether they are in possession or control of property owned or controlled by 
or on behalf of a listed entity-

(a) foreign companies in respect of their business in Jamaica relating to banking,    
securities, insurance, investment advice and trusts;

(b) financial institutions;

(c) any entity designated by the Minister, by order subject to affirmative resolution, 
as an entity to which the provisions of this section shall apply.



OBLIGATION TO FILE LISTED ENTITY REPORTOBLIGATION TO FILE LISTED ENTITY REPORT

Section 15(3) of the TPA states that every entity referred to in paragraph (2) shall report to 
the designated authority at least once in every 4 calendar months, or in response to a request 
made to it by the designated authority, either –

(a) that it is not in possession or control of any property referred to in subsection (2); or

(b) th t it i  i  i   t l f h t  i  hi h  it h ll l  t th  (b) that it is in possession or control of such property, in which case it shall also report the 
number of persons, contracts, or accounts involved and the total value of the property

Section 15(4) In making a report  under subsection (3) the entity shall comply with such 
directions as may be give by the designated authority.

Section 15(5) No criminal or civil proceedings shall lie against a person who makes a report 
in food faith pursuant to subsection (3).

PROPERTY: Section 2 TPA defines property accordingly – “property” includes money 
and all other property, real or personal, including things in action and other tangible or and all other property, real or personal, including things in action and other tangible or 
incorporeal property.



UNAUTHORISED DISCLOSURES -UNAUTHORISED DISCLOSURES -
TIPPING OFF

Section 15(6) – An entity that makes a report under subsection (3) to the designated 
authority shall not disclose the existence of that report to any other person.

Section15(7) – A person who contravenes any of the provisions of this section commits an 
ff  d h ll b  li bl    i ti  i   R id t M i t t '  C t t  offence and shall be liable on summary conviction in a Resident Magistrate's Court to –

(a) in the case of an individual, a fine not exceeding one million dollars or to imprisonment for 
a term not exceeding twelve (12) months, or to both such fine and imprisonment; or

(b) in the case of a body corporate  a fine not exceeding three million dollars(b) in the case of a body corporate, a fine not exceeding three million dollars

Section 15(8) – In proceedings against a person for an offence against this section, it is a 
defence for the person charged that he had a reasonable excuse for not making the report 
required under subsection (3).



OBLIGATIONS TO REPORT CERTAIN
TRANSACTIONS

1. Duty to Report Certain Transactions – All entities referred to in section 15(2)(a)(b)(c)y p ( )( )( )( )

(2) This obligation for DNFI’s arises pursuant to section 16(2) of TPA, which states as follows:
The entity shall, in relation to each customer, pay special attention to all complex transactions, unusual
large transactions, or unusual patters of transactions whether completed or not, which appear to the
entity to be inconsistent with the normal transactions carried out by that customer with the entityentity to be inconsistent with the normal transactions carried out by that customer with the entity.

(3) Each entity shall:
(a) promptly report to the designated authority all complex transactions, unusual large transactions, or

unusual patters of transactions, which have no apparent economic or visible lawful purpose; and

(b) ensure that the background and purpose of all transactions referred to in paragraph (a) are examined
and the entity’s findings thereon set out in writing-
(i) in accordance with procedures set out in regulations applicable to reporting entities under this

Act; and;
(ii) made available, upon request, to its auditors (BGLC) and to the designated authority



OBLIGATIONS TO REPORT SUSPICIOUS OBLIGATIONS TO REPORT SUSPICIOUS 
TRANSACTIONS

1. Duty to Report Suspicious Transactions – All entities referred to in section
15(2)(a)(b)(c)

This obligation for DNFI’s arises pursuant to section 16(3A) of TPA which states 
that:

(3A) i  h ll   h  d i d h i  ll i  h h  (3A) evey entity shall report to the designated authority all transactions, whether 
completed or not, which the entity suspects, or has reasonable cause to suspect-

(a) involve property connected with, or intended to be used in, the commission of a 
terrorism offence; or terrorism offence; or 

(b) Involve, or are for the benefit of, any listed entity or terrorist group,

as soon as is reasonable practicable  and in any event within fifteen days after the as soon as is reasonable practicable, and in any event within fifteen days after the 
suspicion or reasonable cause for suspicion arises.



PENALTY FOR FAILURE TO COMPLY WITH PENALTY FOR FAILURE TO COMPLY WITH 
SECTION 16

Section 16(4) – An entity which fails to comply with subsection (3) or (3A) commits an offence 
and is liable on summary conviction in a Resident Magistrate’s Court to-

(a) in the case of an individual, a fine not exceeding one million dollars or to imprisonment for             
a term not exceeding twelve months, or to both such fine and imprisonment; or

(b) i  th   f  b d  t   fi  t di  th  illi  d ll(b) in the case of a body corporate, a fine not exceeding three million dollars

PROTECTION IN/AGAINST PROSECUTION:
Section 16(5) – In proceedings against a person for an offence pursuant to this section, it is a 
defence for the person charged that he had a reasonable excuse for not making the report defence for the person charged that he had a reasonable excuse for not making the report 
required under subsection (3) or (3A)

Section 16(6) – Where a member of staff of the entity, other than an officer referred to in 
subsection 18(3), is charged with an offence under this section, it is a defence for that member 
of staff that he disclosed the information or other matter in question to that officer in of staff that he disclosed the information or other matter in question to that officer in 
accordance with the procedures established pursuant to section 18



PROTECTION IN/AGAINST PROSECUTIONPROTECTION IN/AGAINST PROSECUTION

Section 16(7) – Where a report is made in accordance with subsection (3) or (3A), the entity 
concerned, its directors and employees shall be exempt from-

(a) any liability to prosecution for an offence under subsection 4, 5, or 6;

(b) any criminal, civil or administrative liability, as the case maybe, for breach of any            
t i ti   di l  f i f ti  i d b  t t  b   l i l ti  l t   restriction on disclosure of information imposed by contract or by any legislative, regulatory or 

administrative provision,

regardless of the outcome of the report 



UNAUTHORISED DISCLOSURES UNAUTHORISED DISCLOSURES 

Section 17(1) – A person commits an offence if, knowing or suspecting that a 
designated authority is acting or is proposing to act, in connection with an 
investigation which is being, or is about to be conducted in relation to a terrorism 
offence, he discloses information or any other matter, relating to the investigation, 

  h   to any other person, except-

(a) an attorney-at-law for the purposes of obtaining legal advice; or

(b) for the purpose of facilitating the investigation or any proceedings which might ( ) p p g g y p g g
be conducted following the investigation.



PENALTIES FOR UNAUTHORISED DISCLOSURESPENALTIES FOR UNAUTHORISED DISCLOSURES

Section 17(2) – A person commits an offence if, knowing or suspecting that a report has been 
made to the designated authority under section 15(3) or 16(3) or (3A), he discloses 
information or any matter, relating to the report, to any other person, except-

(a) an attorney-at-law for the purpose of obtaining legal advice; or

(b) f  th   f f ilit ti   i ti ti   di  hi h i ht b  d t d (b) for the purpose of facilitating any investigation or proceedings which might be conducted 
following that report.

Section 17(3) – A person commits an offence if, knowing or suspecting that a disclosure to 
the officer designated by the entity for that purpose has been made, he discloses information 
or any other matter  relating to that disclosure  to any other person  exceptor any other matter, relating to that disclosure, to any other person, except-
(a) an attorney-at-law for the purpose of obtaining legal advice; or

(b) for the purpose of facilitating any investigation or proceedings which might be 
conducted following that reportconducted following that report.



DISCLOSURE BY ATTORNEY-AT-LAWDISCLOSURE BY ATTORNEY ATLAW

Section 17(4) – Nothing in subsections (1) to (3) makes it an for an attorney-at-law to disclose 
information or any other matter to-

(a) a person who is, or a representative of, a client of that attorney-at-law, in connection with 
the giving of legal advice to that client; or

(b)  th   i  t l ti  f  i  ti  ith  l l di  d f  th  (b) any other person, in contemplation of or in connection with, legal proceedings and for the 
purpose of those proceedings.

PENALTIES:
Section 17(5) – A person convicted of an offence under subsection (1), (2) or (3) is liable to –

(a) in the case of an individual, a fine not exceeding two million dollars or to imprisonment for 
a term not exceeding two years or to both such fine and imprisonment; or

(b) in the case of a body corporate, a fine not exceeding six million dollars.  



REGULATORY CONTROLSREGULATORY CONTROLS

Section 18(1) – Every entity referred to in paragraphs (a) to (c) of section 15(2) 
shall establish and implement such programmes, policies, procedures and controls 
as may be necessary for the purpose of enabling it to fulfil it duties under sections 15.
and 16.

Section 18(2) Without prejudice to the generality of subsection (1)  the Section 18(2) – Without prejudice to the generality of subsection (1), the 
programmes referred to n that subsection shall include-

(a) the establishment of procedures to ensure high standards of integrity of 
employees;

(b) the development of a system to evaluate the personal employment and financial 
history of those employees;

(c) the establishment of programmes for training of employees on a continuing basis (c) the establishment of programmes for training of employees on a continuing basis 
and for instructing employees as to their responsibilities in respect of the provisions 
of this Act



REGULATORY CONTROLS

(d) arrangements for an independent audit in order to ensure that the aforesaid programmes 
are implemented.

Section 18(3) – For the purposes of this section, the entity shall designate one of its 
officers who performs management functions to be responsible for ensuring the 
implementation of the programmes, policies, procedures and controls referred to in 
subsection (1), including the reporting of transactions referred to in section 16(3) or 
16(3A) 16(3A) 

Section 18(4) - The entity shall consult with the competent authority for the purpose of 
carrying out its obligations under this section.

Section 18(5) – In subsection (4)  “competent authority” means the Minister responsible for Section 18(5) – In subsection (4), competent authority  means the Minister responsible for 
finance or such other persons as he may specify in writing for the purposes of this section. 
Section 5(1) of the Betting Gaming and Lotteries Act, 

Section 18(6) – An entity which contravenes subsection (1) or (3) commits an 
offence and is liable on summary conviction before a Resident Magistrate to a offence and is liable on summary conviction before a Resident Magistrate to a 
fine not exceeding one million dollars.



PROTECTION FROM OCCUPATIONAL     PROTECTION FROM OCCUPATIONAL     
DETRIMENT

Where  a nominated officer or any other member of staff makes a report to the designated 
authority that the entity to which he is employed is acting or has acted in breach of the 
POCA or the TPA,  and as a result of making the report the employee suffers “occupational 
detriment, for example, 
(a) subject to disciplinary action;(a) subject to disciplinary action;
(b) dismissed, suspended, or demoted;
(c) harrased, intimidated or victimized
…. 
that employee enjoys protection in law pursuant to the Protected Disclosure Act, 2011.

Section 7 of PDA sets out the qualification for protection

Section 16 – employee shall not be subject to occupational detriment….

Section  17 – where the protected disclosure is made at or about the time of the p
occupational detriment… law presumes OD is a consequence of the PD



DE MINIMIS AMOUNTS

The obligation to satisfy identification requirements outlined
i l i t i d i th f ll i i tpreviously is not required in the following circumstances:

a) Client transactions of a value of $250 USD or less, or its
equivalent in any other currency, unless the nature of the
transaction gives rise to reasonable grounds that the
transaction constitutes or is related to money laundering; ortransaction constitutes or is related to money laundering; or

b) Such other amount as the Minster may by order publish in
the Ga ettethe Gazette.



TO WHOM SHOULD WE SUBMIT 
OUR REPORTSOUR REPORTS

Reports must be sent in sealed envelopes/ packagesReports must be sent in sealed envelopes/ packages
stamped “Confidential” and addressed to:

Th D i t d A th itThe Designated Authority
The Chief Technical Director

Financial Investigations Division,
Ministry of Finance & Planning,
1 Shalimar Avenue, Kingston 3.

TPA amended in October 2013 – made the Chief Technical Director of 
the Financial Investigations Division the designated authority.



MINIMUM KYC AND CDD 
REQUIREMENTSQ

Client information is sometimes referred to as Customer (or Client)
due diligence “CDD” , “Know Your Client” or “KYC and is comprised of
th f ll i th (3) k i i l l tthe following three(3) key principal elements:

a. Minimum identification and verification of Clients;
b Updating information for existing client relationshipsb. Updating information for existing client relationships
c. High risk client relationships, for example PEPs.

The information collected must be adequate and sufficiently currentThe information collected must be adequate and sufficiently current
to reliably identify the Client or prospective Client, to determine
whether the prospective Client is high risk. It also enables us to
conduct proper monitoring of the Client’s activityconduct proper monitoring of the Client s activity.



MINIMUM KYC AND CDD 
REQUIREMENTSQ

What is Know Your Client(KYC) & Customer Due Diligence(CDD)
KYC and CDD are the cornerstones of an effect AML/CFT program. Therefore, DFNIs/ p g ,
sector, must implement procedures to obtain and record CDD identification information
about each Client before engaging in business with them.

Identification Requirements:Identification Requirements:
Minimum one (1) form of ID is required
a) Current passport;
b) A valid driver’s licence/permit, issued by the relevant authority in the country in

hi h th li t i id twhich the client is resident;
c) A nationally issued identity car, or a citizenship card, issued within the country in

which the Client is resident; and
d) Current valid Voter’s identification card bearing a photo and signature of the Client.



IDENTIFICATION OF A CLIENT-
CDD REQUIREMENTSQ

CDD using a risk based approach includes:
1. Identification and verification of the customer’s true identity using reliable,y g ,

independent sources;
2. Identification of the beneficial owner(s), that is, whether client is engaging in

gaming for and on behalf of a third party;
3 D i i h h i i f hi d d if3. Determining whether a customer is acting for a third party and verify

whether such person is authorized to act on their behalf;
4. Understanding the purpose and intended nature of the business

relationship; andrelationship; and
5. Conducting on-going monitoring of the business relationship using a risk

based approach
According to FATF/CFATF Recommendations, Client identification and 
verification must be completed before a relationship is established. 



KNOW YOUR CLIENT(KYC) & 
CUSTOMER DUE DILIGENCE (CDD) ( )

DNFIs are required to conduct Customer Due Diligence (CDD) and Know Your
Client (KYC) information to identify all its Clients. This is required in situations
where the Client’s business is :

a) A one–off transaction; or
b) A continuous business relationb) A continuous business relation

If the Client fails or refuses to provide the required CDD identification details and
documentation, the DNFI/Client relationship should not be established or
commence.

Clients who are non-residents are also subject to the same or similar CDD and
KYC due diligenceKYC due diligence.



ENHANCED DUE DILIGENCE 
(EDD)( )

EDD must be applied to all High Risk clients, to ensure that unusual and
suspicious activity is identified and reported to the Designated Authority.p y p g y
According to Regulation 7A(2) of the POCA (MLP) Regulations, the following
Clients relationships or Clients are considered high risk:
a) Politically Exposed Persons (PEPs);
b) A h i t di il id t i J ib) A person who is not ordinarily resident in Jamaica;
c) A person acting as a trustee for another in relation to a business

relationship or one-off transaction concerned;
d) A company having nominee shareholders or shares held in bearer form; ord) A company having nominee shareholders or shares held in bearer form; or
e) A member of such class or category of persons as the supervisory

authority may specify by notice published in the Gazette;
Where a business relationship is determined to be high risk, a business in the
regulated sector must carry out Enhanced Due Diligence(EDD).



POLITICALLY EXPOSED 
PERSONS (PEPS)( )

PEPs are classified as high risk, by virtue of their prominent public function. PEPs are considered high risk as 
they have a potentially higher money laundering ( ML) or terrorist (TF) risk. These are individuals, who in 
relation to any State, carry out functions which are analogous to the functions for the following :

a) Head of State;
b) Head of Government 
c) A member of any House of Parliament;c) A member of any House of Parliament;
d) A member of the judiciary;
e) A military official above the rank of Captain;
f) A member of the police of or above the rank of Assistant Commissioner;
g) A Permanent Secretary, Chief Technical Director or chief officer in charge of a Ministry , department of 

G t  ti    t t t  b dGovernment, executive agency or statutory body;
h) A director or chief executive of any company in which the Government owns a controlling interest;
i) An official of any political party;
j) An individual who holds or has held a senior management position in an international organization; and 
k) An individual who is a relative or is know to be a close associate of a person described above.



SUMMARY OF OBLIGATIONS: 
DNFIs

 A regulated business shall establish Appoint a Nominated Officer /Compliance Officer;
 Establish Policies, procedures, and controls to prevent or detect money laundering .
 Conduct ongoing AML/CFT Training for all employees of the firm;g g / g p y ;
 File reports and required by the Competent Authority “Betting Gaming and Lotteries Commission”;
 Keep proper Conduct Client Due Diligence for all Clients
 Update Client information at least every seven (7) years or at other intervals based on the risk profile of

the Client;
 Report Suspicious Transactions Reports to the designated authority under the Proceeds of Crimes Act; Report Suspicious Transactions Reports to the designated authority under the Proceeds of Crimes Act;
 Report Threshold Transactions Reports to the designated authority under the Proceeds of Crimes Act
 Establish and implement programmes, policies , procedures and controls as may be necessary to prevent

ML and TF;
 Screen staff and train them in anti- money laundering measures;
 id i i ff b l d i i fi i di l i i i i i h Avoid tipping off about a money laundering or terrorist financing disclosure, or investigation into either;
 File Suspicious Transaction Report (STR)-POCA;
 File Threshold Transaction Reports(TTR)-POCA;
 Making Authorized Disclosure and Request for Consent-POCA;
 Filing Listed Entities Report (LER)- TPA;g p ( ) ;
 Filing Suspicious Transaction Reports-TPA



SUMMARY OF PENALTIES

Offence On conviction before Resident 
Magistrates Court

On conviction before Circuit 
Courtg

Money Laundering Individual: Fine not exceeding JMD
$3M or imprisonment no exceeding 5
years, or both

Individual: Fine or
imprisonment not exceeding 20
years, or both

DNFI/FI: Fine not exceeding JMD 5M DNFI/FI: Unlimited Fine

Unauthorized Disclosures 
(Tipping Off)

Individual: fine not exceeding JMD
$1M or imprisonment not exceeding
12 months

Individual: Fine or
imprisonment not exceeding 10
years or both12 months years, or both

Non-disclosure by a person 
in the regulated sector

Individual: fine not exceeding JMD 
$1M or imprisonment not exceeding 
2 h

Individual: Fine or
imprisonment not exceeding 10

b h12 months years, or both



SUMMARY OF PENALTIES
Offence On conviction before Resident 

Magistrates Court
On conviction before Circuit Court

Non-disclosure by a Individual: fine not exceeding JMD Individual: Fine or imprisonment noty
nominated officer in 
the regulated sector

g
$1M or imprisonment not exceeding
12 months.

p
exceeding 10 years.

Limit on cash 
transaction

Individual: fine not exceeding JMD
$3M or imprisonment not exceeding 3

Individual: Fine or imprisonment not
exceeding 10 years.

years or both.

Failure to obtain 
Appropriate Consent

Individual: fine not exceeding JMD 
$1M or imprisonment not exceeding 
12 months or both

Individual: Unlimited fine or imprisonment
not exceeding 5 years or both

Failure to comply 
with Orders

Individual: Fine not exceeding JMD
$1M or imprisonment no exceeding
12 months, or both

DNFI/FI: Fine not exceeding JMD

Individual: Fine or imprisonment not
exceeding years.

DNFI/FI: Fine
/ : e ot e ceed g J

$1M



SUMMARY OF PENALTIES

Offence On conviction before Resident 
Magistrates Court

On conviction before Circuit 
Court

Failure to keep accurate records of electronic 
funds transfers

Individual: Fine not exceeding JMD
$1M or imprisonment not exceeding
12 months, or both

DNFI/FI: Fine not exceeding JMDDNFI/FI: Fine not exceeding JMD
$3M

Failure to report transactions involving the 
prescribed amount ( Threshold Transaction 
Reports)

DNFI/FI: Fine not exceeding JMD
$400,000.00

Undertaking business as a shell bank or
undertaking or facilitating dealings of any
kind or nature with a shell bank.

Individual: A fine or
imprisonment for a term not
exceeding ten (10) years.

DNFI/FI: A fine



KYC/AML APPROACH
Assess your current files to confirm whether adequate information is on file for a Client; if not,
take reasonable steps to remediate( obtain this information from the Client).

Conduct a risk assessment of your current Client base and begin to assign of risk rating to Clients
a. Low
b. Medium
c. Highc. High

a. If in doubt about the accuracy and veracity of your Client’s information, the entity should file
STR.

b. Develop a AML Manual to guide attorneys internally. If no policy/manual is in place,
attorneys can adopted the GLC’s guidance for the Legal Profession as the basic
principles to follow.

c. Conduct training for all staff and develop a Know Your Employee Standard.



GOAMLGOAML

On September 1, 2018, the FID started using goAML, a UNODC online reporting system for 
receiving reports and providing feedback to the regulated sector.

goAML is a United Nations Drugs and Crime Organization platform specifically designed  

All reports, namely :

1. Suspicious Transaction Reports
2. Authorised Disclosure – Request for Consent

save and except reports being filed pursuant to the TPA, which are still being manually 
processedprocessed
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